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1. Introduction 
This document is a digital certificate enrolment guide. 

You may find the information required, as well as a step-by-step guide for obtaining a Remote Qualified 

Certificate for electronic signature. 

 

2. User Portal Registration 
The first step is to create an account to the ADACOM QTSP Services Portal, as described below 

 

2.1  Registration Procedure   
a) To register, using any browser visit the following url and choose “Sign Up”  

 For real certificates  https://aqs-portal.adacom.com 

 For test  environment https://aqs-portal-test.adacom.com 

 

 

b) Fill in all required information and choose “Submit” 
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The above information should be valid, as this data will be used for your certificate application. 

c) After you press “submit”, a confirmation email will be sent to the provided email address 

d) Click the link in the email received, to confirm your registration 

  



 

 

Your registration is now complete. You may login to the ADACOM QTSP Services Portal at any time. 

 

2.2  Login Procedure 
a) Using any browser visit the ADACOM QTSP Services Portal at the below url: 

 For real certificates  https://aqs-portal.adacom.com 

 For test  environment https://aqs-portal-test.adacom.com 

b) Choose “Login” 
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c) Provide your username and password that you have provided during the previous registration form and 

press “Sign in” 

 

 

3. Certificate Application Procedure 

 
a)   To create a Certificate Application, select “Remote Certificate Applications” 

 

 
  



 

b)  Select the type of certificate you want to request: 

 New Natural Person Certificate Application 

 New Natural Person Assoc. with Legal Person Certificate Application 

 

 

 
 

c)  Check the validity of your information. You may edit any data necessary. Your First and Last Name 

must match your ID or Passport, otherwise your application should be rejected. 

d) Scroll down the terms and conditions and then click the checkbox in order to them as well as the 

privacy policy and then click “Next”. 

 



 
 

 

e)   Click “Certificate Application PDF Download” to download the certificate application you created 

in pdf format 

 

Note: If you have already received your application and completed it, skip this step. 

 

f)    Open the PDF file with Acrobat Reader DC and: 

 In case you do not have a valid Qualified Certificate for electronic signatures: 

o you will have to print the application form and sign it 

o with the Proof of your Identity documents you have to send the notarized 

copies by your physical presence or via mail (post) to the following address: 

ADACOM LRA 

25 Kreontos Str. 10442 Athens, Greece 

Tel +30 210 5193740 

Email : lra@adacom.com 

 In case you do have a valid Qualified Certificate for electronic signatures: 

o then you may sign the application form digitally. 

o Afterwards, click the “+ Choose” button and upload the signed document. 

o Repeat this procedure for your Proof of Identity documents. 

o Click the “Upload File” 

 

Note: You can repeat the uploading as many times as you like. 

 Select My Account > My Certificate Applications  

 Choose the ID of your application 

 Choose “Next” and you will see the page where you can upload documents. 

 

g)    Choose “Finish” 

As soon as your Certificate Application and Proof of Identity documents will be reviewed successfully 

by the ADACOM Registration Authority, you will be notified via email. 

 

mailto:lra@adacom.com


4.    Approval of the issuance of the Qualified Certificate 
 

There will be a process of confirming the details of the application and identifying the user data from 

ADACOM, and then you will receive an email update on whether your application was approved or rejected. 

 

If your application is approved, you will also receive an sms and then you can continue to the next step for 

issuing and receiving the approved qualified certificate 

 

5.  Procedure for the issuance of the Qualified Certificate via Mobile 

Application 
 

a) For the issuance of the Qualified Certificate visit the below url and choose “Login” 

 For real certificates  https://aqs-portal.adacom.com 

 For test  environment https://aqs-portal-test.adacom.com 

 

b) Choose “My Certificate Applications” 
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c) In the section on the type of certificate you have applied for, click on "Enroll" in the "Actions" 

section. 

 

 
 

 

d) Step 1: Depending on the type of your device, select the appropriate link and proceed to install 

the Authenticator App application, as instructed. You can also scan the QR Code with an 

appropriate application to guide you to the appropriate link 

  



 

e) Step 2: After you have finished the installation of the application, you will need to scan the unique 

QR Code using the Authenticator App application 

 

 
 

f) Step 3: Fill in the form the below: 

 Desired Certificate Password: Insert a password for your Qualified Certificate 

 Repeat Desired Certificate Password: Repeat the password for verification 

 OTP from Authenticator App: Insert the code that you have received via SMS 

 

 
 

Note: The Certificate Password as well as the Remote Signature Application (RSA)- username that 

has been displayed should be stored securely as it will be necessary for every use of your Digital 

Signature Certificate  

 

 



 
 

g) Your qualified certificate has now been generated and is ready for remote use. Click “OK” to close 

the window. 

 

 

 

6.  Document signing process 
 

a) For the procedure of the remote Qualified Certificate visit the below url and choose “Login” 

 For real certificates  https://aqs-sign.adacom.com 

 For test  environment https://aqs-sign-test.adacom.com 
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b) Fill in the RSA username displayed and the Certificate Password you chose in the previous chapters, 

and select "Sign in" 

 

 
 

 

c) Using the Browse option, select the pdf file you want to sign. You can select a file locally, or from 

one of the available cloud services. 

 

 

 
 

 

 

 

d) In the window that appears, specify where you want to place the signature and click on the Sign 

button. 



  
 

e)  You will be prompted to enter the RSA Username, the Certificate password and the 'Extended 

Password' option where you will insert the OTP password from the mobile application. In case that 

you have selected the SMS choose “Get SMS Passcode” in order to receive the OTP through SMS. 

 

Note: In case that you have selected the OTP password from the mobile application, please ensure that 

your mobile device is synchronized to have the network-provided time. 

f) Choose “Apply” 

 

g) Your signature appears in the document at the point you selected 

 

 
 

h) Choose “Done” to complete the signing procedure 

i) You can choose a copy of the digitally signed document “Download Copy” 

 
 



For more information, please contact with ADACOM support team: 

Email: Customer-support@adacom.com 

Phone Number: +30 210 9577255 

  

 


