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ADACOM SECURITY BUILT ON TRUST

1. Go to File > Options.
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2. Then choose Trust Center - Trust Center Settings

Outlook Options ” x
General r
Help keep your documents safe and your computer secure and healthy.
Mail
Calendar Security & more
People Visit Office.com to learn more about protecting your privacy and security.
Tk Mictosoft Trust Center
Search
Microsoft Outlook Trust Center
Language
Accessibility The Trust Center contains security and privacy settings. These settings help keep your
computer secure. We recommend that you do not change these settings.
Advanced

Customize Ribbon

Quick Access Toolbar

Add-ins
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3. Choose Email Security = Import Export
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ADACOM

Trust Center

Trusted Publishers

Privacy Options

Macro Settings

Programmatic Access

4.

SECURITY BUILT ON TRUST

Encrypted emall

Encrypt contents and attachments for outgoing messages

=
1 agadio

signature to outgoing messages

igned message when sending signed messages

receipt for all S/MIME signed messages

Defautt Setting:

customer-suppon@adacom.com v | | Settings..

Digital 103 (Certificates)
QD Osor Cotcars re documens hatallow you 10 roveyur ety nlchonc rsacions
L Import/Export.

Read as Plain Text

Read all standard mail in plain text

Script in Folders

Micw script n shared folders
Micw script in Public Folders

oK Cancel

(In case you have already installed the certificate to your computer go directly to step 5)

Browse the certificate file from your computer, fill in the certificate password and click

OK.

Import/Export Digital ID X

(@ Import existing Digital ID from a file

Import the Digital ID from the file to your computer. You must use the
password you entered while exporting the certificate to this file.

Import File:

Password:

Digital ID Name:

Ci\certificate\cer.pfx

Browse...

(O Export your Digital ID to a file

Export the Digital ID information into a file. Enter a password to help
protect this information.

Select...
Browse...
Microsoft Internet Explorer 4.0 Compatible (low-security)
Delete Digital ID from system
[ ] o

5. Choose Email Security = Settings.
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ADACOM SECURITY BUILT ON TRUST

Trust Center 7 X
Trusted Publishers Encrypted emall

Privacy Options
=2 Encrypt contents and attachments {0 OUIGOING MeSSAGES

H Agdd digital signature to 0utgoing messages.
S clar e i

ATTaChent 1A

e when sending signed messages

Bequest S/MIME receipt for all S/MIME signed mess

Automatic Download Default Setting: | customer support@adacom.com ~|

Digital IDs (Certificates)

GrammAlIC AcCess

ﬂ Digital 105 or Certificates are documents that allow You 1o pIove your Kdentity n electronie transactions.
Impon/Expor..
Read as Plain Text

Read all standard mail in plain text
Seript in Folders

Allow scnpt in shared folders

. Allow saript in Public

el

6. After selecting your Email from the “Security Settings Name” options, press the
“Choose Buttons” to make sure the correct certificate has been installed.

Change Security Settings X Change Security Settings X
Security Setting Preferences Security Setting Preferences

Security Settings Name: Security Settings Name:

v ¥

Cryptography Format: S/MIME Cryptography Format:  S/MIME

Default Security Setting for this cryptographic message format Default Security Setting for this cryptographic message format

Default Security Setting for all cryptographic messages Default Security Setting for all cryptographic messages

Security Labels... New Delete Security Labels... New Delete

Certificates and Algorithms Certificates and Algorithms

Signing Certificate: cert Signing Certificate: cert Choose...
Hash Algorithm: SHA1 Hash Algorithm: SHA1 5

Encryption Certificate: |cert Choose... Encryption Certificate: |cert Choose...
Encryption Algorithm: | AES (256-bit) aF Encryption Algorithm: | AES (256-bit) v

Send these certificates with signed messages [“]send these certificates with signed messages

7. If not, click on “more choices” choose the correct certificate and click OK (in both
“Signing Certificate” and “Encryption Certificate”)
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ADACOM

Windows Security

Select a Certificate

cert

Valid From: 10/12/2022 to 10/13/2023

Click here to view certificate properties

More choices

8.

Issuer: Adacom S.A. Class 1 - Public Trust CA

SECURITY BUILT ON TRUST

Windows Security X
Select a Certificate

cert

Issuer: Adacom S.A. Class 1 - Public Trust CA
Valid From: 10/12/2022 to 10/13/2023

Click here to view certificate properties

More choices

Issuer: ADACOM Qualified eSignatures CA G2
Valid From: 8/30/2022 to 8/30/2023

Finally click OK to all windows to close.
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